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Introduction

In their provocative essay, “Wicked Problems, Knedge Challenges, and Collaborative
Capacity Builders in Network Settings,” Edward Webad Anne Khademian discuss the value
of networks for dealing with unstructured, crostsiogt relentless problems (Weber 2008).
These problems are unstructured in that little easss exists about how to define them, cause
and effect are unclear, and attempts to solve tb&en cause them to morph into different
problems. “Wicked problems” are associated withtipld diverse stakeholders, high levels of
interdependence, competing values, and social aliicpl complexity. To top it off, while they
can sometimes be ameliorated, they are never fabplved. Among other challenges, such
problems present enormous ongoing demands fomnaton and knowledge.

Those demands are not easily met in a typical tabreal bureaucracy. The division of labor and
compartmentalization of expertise in these stresuinhibits easy knowledge sharing.
Professional identities and organizational cultumesy be barriers to trust and risk taking in
forming new relationships. These structures sepamtid often isolate practice domains,
knowledge resources, and routines. The lines dicaiy, formal reporting relationships, and
policy frameworks usually do not encourage and eagn prohibit many forms of information
and knowledge sharing and cross-boundary collaiooréDawes, Pardo, and Cresswell 2008).

What often emerges to meet these new demandeasark form of organizatiorin this form

of organization, the hierarchical pyramids don’sagipear, but they are penetrated by both
formal and informal information sharing and workat®nships that cut across jurisdictions and
program structures. Decisions and control are msatté exercising formal authorityand
negotiating and collaborating. New groupings ofspes and forms of organization (i.e.,
networks) must learn to work together and sh
informatioq, exchange knowledge, and requr_1d of policy, management, and technolofy
demanc_js in new ways that t_ranscend traditio capabiliies needed by a network pf
constraints  or operate with newer, MO goanizations to deliver coordinatad
appropriate controls. These may be ad l government programs and services.
networks that emerge in unexpected, tempor
situations or more permanent networks that can theeknowledge demands of a new program
or long-term project. Regardless, organizationsratpey within these networks need to be
connected and interoperable in new ways so thavkme and resources can be shared among
network members and, when necessary, can be sharess networks as well. With regard to
delivering coordinated government programs andiGesy governments are important partners
in such network forms of organization along witlivpte corporations, non-profit groups, and
research institutions (Goldsmith and Eggers 200Wyeover, the ability of government to more
effectively share resources and knowledge—both iwitjpovernment and with their non
government network partners—has become a top gri@i many countries.

Government interoperabilitys the mix

Historically, governments around the world, whiifeting in their specific political structures

and even degrees of civil society and rule of leamd to share at least one similarity: they
struggle in their efforts to effectively share awrty, resources, and information across the
organizational boundaries within those governmen¢s, to become interoperable. While the
degree of complexity of the conditions varies, 8teuggle of working together across the
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boundaries of organizations, whether simply twonages or a multi-level, multi-sector network
of organizations, remains intense.

This paper is presented as a guide for governmamniagers as they begin to move beyond the
vision of a more effective government to the rgalifor those governments that believe network
forms of government can help achieve more effective

government, they must understand the types| Government leaders must firt
capabilities required to improve governmel understand the types of capabilities
interoperability. Then, they must determine if #o required to improve government
capabilities exist and where new capabilities nhest| interoperability.
created. A discussion of the challenges of working

across the boundaries of government agencies semed first to set the stage. Next, the
discussion focuses on understanding governmentopeeability as a concept and current
research on interoperability development. Sevarakat interoperability and capability maturity
models are presented and discussed as backgrowmain on these previous models and new
discussions, we present a framework for understgnaiteroperability in the context of new
network forms of government. This framework focufiest on understanding the capabilities
needed to develop and manage (i.e., plan, selentrat, and evaluate) initiatives to improve
interoperability among government agencies andr timgitwork partners, and second on
determining the right mix of capabilities neededstware information across a network of
organizations. Finally, the complete framework regented for use by government managers
with some suggestions for next steps.

A network form of organization for government: working
across boundaries

In many cases, the organizations that form a nétvaoe engaged in diverse but overlapping
business processes and depend on similar, if msttighl, information. They also generally
interact with the same population or stakeholdews, at different points in time (Cresswell et al
2005b, p. 5). Therefore, improved interoperabiditpong these organizations is a key enabler of
better programs and services. However, working sacra
the traditional boundaries of agencies, levels | Technology must interact with and
government, and with the private sector is difficahd | enable the policy and management
complex. It is difficult and complex because it esft| dimensions ointeroperability.
requires fundamental organizational change and must

contend with current political, social, and economgalities. Often the government capabilities
necessary to affect change across the boundariesgahizations are missing. Many efforts to
improve government interoperability have been itegsin over the years, however, the
challenge facing most of them has been an over asmplon the technology dimensions of
working across boundaries and an under emphadisegoolicy and management ones related to
the kind of fundamental organization change necgssa

Improving interoperability through the use of infaation and communication technologies
(ICTs) can deliver value to governments and theliputCTs, when effectively designed and

deployed, can enable interoperability within netkgoof government, private sector, and other
key organizations. However, improving interoperiépitlepends not on the technologies alone,
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but on a mix of capabilities that can produce oizmtional as well as technological
interoperability. These are capabilities that mingaaly exist or need to be developed within the
networks of organizations working together to daligovernment programs and citizen services.

Research and practice shows that most governmentaansistent and ad hoc in their abilities
to operate in a network form. Many governments hdexeloped successful interoperability in
individual policy areas such as criminal justicaplic health, and environmental protection, or
in various e-government areas such as integrateergment accounting systems and online tax
filing and educational resources. However, thersttie evidence of any government that has
demonstrated the level of government interopetgbilnat brings together multiple policy
domains in support of a broader citizen need; kangple, creating interoperability between the
criminal justice and public health communities upgort of more effective public safety.

Examples of Network Capability in Single Policy Domains or Government Program Areas

* Justice Network (JNEH U.S. Commonwealth of Pennsylvania’s state andlloriminal justice
information sharing

* Federal Accounting and Budgeting SystemAustria’s consolidated federal accounting gnd
budgeting

* Service New Brunswick New Brunswick, Canada’s online citizen-to-goveemtnand business
to-government services

* BioSense- U.S. Centers for Disease Control and Preverdtifederal, state, and local integrated
public health disease surveillance system

¢ E-learning portal (MyGfL)}- Malaysia’s citizen online learning tools
* eGov Portal payment serverlsrael’s online citizen and business paymertaxdés
* Europass CV- EU’s online, pan-European standardized curricwitae (CV) sharing system

Understanding government interoperability requirements

We defineinteroperability as the mix of policy, managemaeartid technology capabilities (e.g.,
governance, decision making, resource managemiamnilazds setting, collaboration, and ICT
software, systems, and networks) needed—
order for a network of organizations f{

pperate . effectlvely: Gover.r!mer and communications technology systems |or
interoperability emphasizes the ability ¢ components to meaningfully and seamlessly

network members to share knowledge & exchange information and use the information
other resourcesin addition to creating | that has been exchangeUNDP Overview
interoperable technological infrastructures.| 2007, p. 1.

addition, it also assumes that governments

must take responsibility for improving their ownpeailities in order to be effective partners
with other non-government network organizationg.(egrivate corporations, non-profit groups,
and academic institutions). While recognizing thttere are multiple definitions of
interoperability currently in use, we believe thgtusing this broader definition and others like
it—rather than those interoperability definitiortsat are focused on the technology systems
aspect—governments are more likely to realize amtkrstand those non-technical yet essential

E-Government Interoperabilitis the ability of
two or more diverse government information
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capability dimensions needed to improve governmpnbgrams and services through
interoperability*

As Luis Guijarro discusses in his work on Europeawestments in IT for e-government

services, new ways of public service delivery imuaod a customer-centric approach tend to hide
the complexity of the administrative procedures envilve a high degree of interaction between
local, regional, and national administrations (2007 92). A citizen-service focus can give
governments a false sense of calm and distract frem the significant cost of creating the

capabilities needed for governments and non-goventath organizations to work effectively

together. These changes in service delivery gfiegeas well as many other occurring in
government require government managers to be mépi@r face three distinct but related
problems:

1. Creating interoperability requires potential netivanembers to invest in changes to
internal organizational arrangements, practiced,taohnical resources in response to an
externally agreed upon set of priorities.

2. Creating interoperability requires potential netwwarembers to create new, and in some
cases, renew cross-boundary relationships; recegaiml manage the challenges to
network formation including the creation or modifiion of a sufficient legal framework
to enable new ways of sharing resources includingey and data, as well as barriers to
communication, collaboration, and issues such\argent policies and practices.

3. Participants seeking to improve interoperability foordination across government
agencies do not know in advance all the tools eousces needed or how to acquire
them, or precisely what configuration of old andvneapabilities will be needed to
achieve initiative goals (Cresswell et al 2007125).

In addition to accepting this broader understandhgnteroperability, government managers
must also realize that improving government
interoperability does not automatically assume | The term e-health interoperability is
need to invest in new technical and organizatio| USed to signify an overall capability g
capabilities and discard existing ones (e.g., rpl| 2/l participants to interoperate, spanning
all computer systems and software and hire n mform_athn, technical, ~as well as
employees). Rather, they should view governm organizational perspectives (NEHTA
interoperability as a set ofmultidimensional, 2007, p. 117).
complementary and dynamic capabilities that arespecific to both a defined network of
organizations and achieving a particular goal. &feee, if some of the necessary capabilities
already exists within the defined network, it giggwernments the opportunity to take advantage
of existing strengths and focus valuable and lichitesources on those capabilities that are
missing.

—h

! For 34 examples of interoperability definitions $@ed et al. (2007)A Survey on Interoperability Measurement
Paper presented at the 12th International Commaddantrol Research and Technology Symposium (ICERT
“Adapting C2 to the 21st Century.” June 19-21, NewpRI.

(http://www.dodccrp.org/events/12th ICCRTS/CD/htraldprs/096.pdf
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Capability is...

multidimensional — it is made up of several dimensions, all of whiintribute to overall
interoperability;

complementary — high or low overall levels of capability can udsfrom different combinations of
factors; high levels in some dimensions can oftanpensate for lower levels in others;

dynamic — it can increase or diminish due to changes within initiative or in its externa|
environment; and

specific to its setting — some dimensions of capability apply to all sgfi, but capability for any
particular government interoperability initiativeust be assessed relative to its own spegific
objectives and environment (Cresswell et al 2005a).

Understanding risks and costs

Government attempts to address these problems edoth risky and expensivRisky,since
government agencies tend to resist efforts to ahalimg way they operate and because failures of
such change efforts can jeopardize existing goventroperations and services. These changes
in government are alsexpensivenot only in financial terms, but also in termsagportunity
cost. Changing the way government and governmeainizations operate—and inter-operate—
requires developing and implementing new
policy and management practices, all of whif An overly ICT and customer-centric focused
must be negotiated with and coordinated acr{ project can hide the true complexity of
multiple organizations. Consequently, decidif government efforts to improve programs and
how to become more interoperable is among ¢ services (Guijarro 2007, p. 92).

of the most complex decisions that governme
are expected to make. More importantly, the consecgs of such decisions will have a direct
impact on the public (Dawes et al 2005, p. 12). @tvabination of this high risk and cost is why
governments are finding it so difficult to launalstainable and ultimately successful, efforts to
improve government interoperability, even when tkigw it is the right thing to do.

A number of tools, techniques, and models are abklto help organizations determine the
likelihood of success when planning risky and espaninitiatives. Over time, research efforts
and practice-based experiences have provided tlied&tion for these resources. However,
improving interoperability is a relatively new ayea general, for most types of organizations,
and more so for governments. Some of the exigtiots and techniques can be used in this
context as they relate generally to good ICT pitopeanagement, others have more relevance to
building the policy, management, and technology abdpties needed for government
interoperability. Two tools in particular, develapky the Center for Technology in Government
provide a foundation for this discussion. Core slé@m both provide a foundation for the
government interoperability improvement frameworksented below.

Making Smart IT Choices: Understanding Value angkRin Government IT Investmenisis
toolkit guides government agencies and their pastttrough the process of up front business
case development. This toolkit has been appliethéncontext of government interoperability
initiatives and can be used to guide the selectiontrol, and evaluation of such initiatives. The
tools, techniques, and models presentefinrart ITare designed to provide government leaders
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and other appropriate decision makers with thessrg knowledge and resources to then select
from among investment options and control and atealselected initiatives. The core principles
of Smart ITprovide the business case foundation for a seqpdbility dimensions for improving
government interoperability.

Why Assess Information Sharing Capabiliyhetwork form of government’s ability to share
information among its organizational partners istte core of interoperability. This toolkit
provides a comprehensive and systematic processetermining the policy, management, and
technology capabilities required to share infororatacross a network of organizations. The
ability of governments to generate comprehensiV@rimation about both existing and missing
capabilities among the network of organizationslagd in trying to achieve a specific goal is
another critical step in the process of making smavestment choices and improving
government interoperability (Cresswell et al 2007).

As further foundation for development of the franoeky the next section provides a discussion
of existing interoperability maturity models befanéroducing the framework itself.

Existing interoperability maturity models

A number of interoperability maturity models progidome guidance to governments interested
in developing or improving their ability to workfettively in network forms of organization.
Table 1 lists a few of these models. These modeifimel both specific types of capability and
levels of maturity related to specific disciplinesgovernment policy areas. Of note, this table
does not include an exhaustive list of interopditgband capability maturity models but
provides a selected list of those that capturectimeplex multidimensional nature of government
interoperability.

Table 1. Existing I nter oper ability Maturity Model Examples

Policy Area or Model Year
Discipline Released
Capability Maturity Model for Softwar@fCMM), Carnegie Mellon| 1986
Software Levels of Information Systems Interoperabi(ltySI), Carnegie
Development and Mellon 1998

Systems Engineering

Capability Maturity Model IntegratioCMMI), Carnegie Mellon 2000

Organizational Interoperability Maturity Model f&€2(OIMM), 1999 and
Defense Australian Defence Science and Technology Orgainizat revised in
2003

Increasing Information Sharing Effectiveness: A &laifity
Criminal Justice Assessment Model for the Justice EnterpiGamter for 2005
Technology in Government

Government Digital | Building State Government Digital Preservation Pariships: A
Information Capability Assessment and Planning Toolkit, VerdidhCenter 2005
Preservation for Technology in Government
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Table 1. Existing I nter oper ability Maturity Model Examples (Continued)

Policy Area or Modéel Year
Discipline Released

IT Investment Management Framew(@ikM), U.S. Government 2004

More Generic Accountability Office’s (GAO)

Government Services Interoperability Maturity Mode(EIMM), European Union 2005

(often referred to as

e-government) Government Interoperability Maturity MatrigGIMM), Sarantis,
Charalabidis, and Psarras 2008

Most interoperability maturity models reference @arnegie Mellon Capability Maturity Model
(CMM) and the Carnegie Mellon Capability Maturityoliel Integration (CMMI). These models
were first developed in the 1980s for software tlgu@ent and systems engineering efforts and
continue to be refined toddyWithin the last ten years several other modelsehbeen
developed. In general, these models expand teesppctives beyond a technology development
perspective (i.e., software development or impleatern) and focus on the required mix of
policy, management, as well as technology capadslib achieve the broader goal of improved
delivery of government services and programs.

Table 2. Examplesof |nteroperability Maturity Levels

Model Level 1 Level 2 Level 3 Level 4 Level 5
CMMI Initial Managed Defined Qﬁnt'taﬂvely Optimizing
anaged
Creating Building the Developing a . Leveraging IT

. . complete Improving the .

ITIM investment | investment . . . for strategic
. investment | investment process
awareness| foundation . outcomes
portfolio

LISI Isolated Connected Functional Domain Enterprise
IMM Initial Managed Defined Measured Optimized
OIMM Independent Cooperative | Collaborative Combined Unified
EIMM Performed Modeled Integrated Interoperable Optimizing
GIMM Independent  Ad hoc Collaborative Integrated Unified

A variety of models have been developed to guidmkihg across a continuum of
interoperability maturity. Each adopts a unique almdary to express the levels and ideas,
however, the models are in general consistent imdeof their characterization of
interoperability capability maturity on scales ranggfrom low to high (see Table 2):

>The Capability Maturity Model for Software (alsodwn as the CMM and SW-CMM) was developed in the mid
to late 1980s and retired in the late 1990s-62080s. CMM was replaced by the CMMI (Capability Mty

Model Integration). For more information, visit tBarnegie Mellon Software Engineering Institute’ssite at
http://www.sei.cmu.edu/cmm/
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* An organization with a low level of interoperablitis characterized as working
independently or in isolation from other organiaas and in an ad hoc or inconsistent
manner.

* An organization with a high level of interoperatyilis characterized as being able to work
with other organizations in a unified or enterprisay to maximize the benefits of
collaboration across organizations and across phellgovernment investments or projects
(i.e., multiple networks).

In the middle of these maturity scales, fall thagganizations that have developed some
capabilities needed to collaborate, integrate poperate with other organizations. However, this
medium level of capability to be interoperable t®nal be ad hoc, limited in scope (i.e., specific
to a single network or policy or program area), difticult to repeat or reproduce with other
organizations or networks.

The existing interoperability maturity models alaclude a diverse mix of elements (e.g., areas
of concern, goals, and interoperability attributeshsidered essential to creating government
interoperability (see Table 3). These elements codmat we refer to as dimensions of capability
(or capability dimensions) needed for interopergb{Cresswell et al 2005b).

Table 3. Examples of Capability Dimensions from Three Selected Maturity Models®

EIMM (areas of concern) IMM (goals) GIMM (interoperability attributes)

e Enterprise Modeling * Metadata * Government Process and Alignment

* Business Strategy and * Business Focus |+ Compatibility with eGovernment
Processes e Standards Basis Legislation Issues

e Organization and e Governance * Interoperability at Local Level
Competences  Scalability * Interoperability at National Level

* Products and Services «  Configurability » Connectivity with Central

e Systems and Technology Government Gateways

* Legal Environment, Security * Existence of Common XML-based
and Trust Data Schemas

We use the terncapability dimensiondo make explicit the fact that each of these eldme
represents a mix of policy, management, and tedgyoklements. For example, achieving
Interoperability at Local Levelin the GIMM model arguably involves a mix of pglic
management, as well as technology dimensions. dime €ase can be made kdetadatain the
IMM model andLegal, Environment, Security, and Trustthe EIMM model. As a result, one
challenge government managers face in applyingetbgssting interoperability maturity models
is recognizing that each of these capability dinmers requires a mix of diverse yet
interdependent and interacting capabilities to wmwpr interoperability. This challenge
contributes to the already complex, risky, and lgogtrocess of improving government
interoperability. Understanding, and where appmatpriunpacking the capability dimensions, is a
necessary part of the government interoperabiltyetbpment process. The remainder of this

® This table includes only some of the capability éirsions identified in each of the three modelseresl. For a
complete list of the capabilities identified in banodel, please see the list of references atitieethis document.
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paper will layout an alternative way of thinkingcaib interoperability and interoperability
maturity and propose a new framework for governsdot use in their efforts to improve
government interoperability.

A government interoperability improvement framework

To leverage the power of a network form of orgatnmagovernment leaders must understand
that not all organizations involved in a network needhtive the same capabilitiés achieve
interoperability. They must understand the complaisny and multi-dimensional nature of
capabilities among the organizations in a netwdrkey must also understand that while
capability is specific to a setting, it is also dymic and requires ongoing assessment to ensure
that the capabilities held collectively by the netkware relevant to and appropriate for the task
at hand. To build this understanding, governmesdées need a framework for assessing current
capabilities and then using assessment resultsuie gcapability development investment
decisions.

A new model for assessing government interopetghbhiaturity is presented in Table 4. This
new model, comprised of three maturity levels, cora® and simplifies the most relevant
aspects of the maturity models presented earlidiesd@ three levels of government
interoperability are most appropriate for guidingavernment in understanding and assessing its
existing level of government interoperability in order tetekrmine what additional types of
capabilities need to be developed to achievelésiredor targetlevel of interoperability.

Table 4. Government I nter oper ability Maturity Levels

Level 1 | There may be evidence of interoperability withidiindual government organizations, but
there is little to no evidence of any interoperni#pilacross agency or organizational
boundaries. At this level, government agencies wimdtependently and do not share
information with other organizations; governmenpdwate sector. In addition, there is litlle
evidence of the decision making, strategic plannargl resource and project management
structures and processes needed to develop andgenawayoing or future initiatives
requiring improved government interoperability.

Level 2 | There is evidence of interoperability in specifiglipy or program areas. However, therg is
little evidence of interoperability across multipletworks (e.g. criminal justice networks can
not share information with public health network$). addition, while interoperability
initiatives in these areas may be planned and nemhaga consistent way, the process|for
selecting, controlling, and evaluating initiativess not consistent or standardized acrpss
networks or at a governmentwide level.

Level 3 | There is evidence of interoperability across midtipetworks. For example, public health
and criminal justice networks can effectively sheafermation across their two networks (in
support of the larger policy goal of public safelty.addition, consistent and standardized
processes and structures are in place to develdpramage government interoperability
initiatives regardless of policy domains. As a tgsexisting networks can scale and apply
resource sharing and process integration acrosipiaypolicy and program areas as needed,
essentially creating new networks.
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As outlined earlier in thdJnderstanding risks and costection of this paper, government
agencies seeking to create government interopdyabliaturity need capabilities in two key
areas:

1. Developing and managing inter operability initiatives. This has to do with establishing
government processes and structures to faciliteteleévelopment and management (i.e.,
planning, selecting, controlling, and evaluatingf government interoperability
initiatives.

2. Information sharing capability. This has to do with the ability of a network of
organizations participating in a government interapility initiative to successfully
share information.

Making smart investments in interoperability

The ability to select projects based on well infedmecisions is a governmentwide prerequisite
for improving interoperability. Such well informedecisions require accurate and detailed
information. The information necessary to guidesthenvestments decisions is generated

through two processes. The first is t
creation of a business case for the proj

In Stage 2: Building the Investment Foundation
and the second is an agreed upon basic selection capgbilities are beir]g (_Jlriv_en l:g/_th

. . .| development of project selection criteria, inclugipn
standardized ~ process for  reviewirn benefit and risk criteria, and an awareness| of

business cases and making decisions | qrganizational priorities when identifying projects
which ones to fund. An example of they for funding (GAO 2004, p. 11).

processes can be found in Stage 2 of
U.S. Government Accountability Office’s (GAO)T Investment Management Framework
(ITIM): “Building the Investment Foundation.” In hGAO model, this capability is improved
upon in subsequent stages, but Stage 2 is thermsetjuirement. The importance of these types
of capabilities is also supported in some of thkeeptcapability maturity models in their
discussions of “business and technical architestuamd “enterprise architecture.” U.S. and
European models show increased incorporation dfiteicture approaches to address aligning
government missions, strategic plans, goals, amtegses with investments in technology
(Guijarro 2007; GAO 2004; Athena 2004, Pardo (415, Cresswell et al 2006).

Figure 1 on the next page illustrates a business davelopment and evaluation process from
the Center for Technology in GovernmenWkaking Smart IT Choices: Understanding Value
and Risk in Government IT Investmer@mart ITwas developed specifically for those types of
government investments that involve organizationskimg in new ways and with new partners.
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How to Make
Smart IT Choices

Choose a “good”
problem

‘ Understand the problem & its context ‘

-ldentify & assess stakeholders

- Specify your program or business objective
-Analyze the problem or process to be tackled

‘ Identify & test solutions ‘

‘Evaluate alternatives & make smart choices
-Compare risks

-Compare costs & expected performance
-Make & explain final choices

- Find relevant practices, tools, & techniques
-Develop & test alternative solutions

Present results in a
business case

Figure 1. The Analysisand Evaluation Process (Dawes et al 2005)

In addition, to making well-informed decisions abathich initiatives to invest in, government
professionals must be trained in managing largeypbdex, and multi-agency and multi-sector
projects. Recent research indicates that succegsviernment interoperability initiatives can be
attributed in part to the management of theseaiites by people with specialized project
management skills specific to the network contékese individuals proved capable of working
in the “seams” that hold multi-agency collaborasidagether (Cook et al 2004, p. 31).

Identify & test solutions

This phase makes substantial use of the experienfcegher government organizations, other
governments, and even private sector companieshakie attempted to achieve similar goals| It
leads to the identification of alternative soluscend offers ways to test them in low-cost, low-r|s
ways. Tools to facilitate this process do not idel@actual IT systems design or implementation |but
rather focus on best and current practice reseéechnology awareness reviews, benchmarking,
environmental scanning, and prototyping. (Dawes 2005, p. 25).

The capability to develop and manage interoperability initiatives

A set of nine dimensions of capability relevantmorking in a network to develop and manage
government interoperability, to working in the “seg” are presented in Table 5a. Developing
capability along each of these dimensions in anr@ppte and sustainable way provides
government agencies and their network partners tghfoundation for success in government
interoperability initiatives.

* There are a number of governments out there aalll lavvels (federal, state, and local) that haveettgped and
instituted project management training programsgyfmrernment employees. In a number of cases, gmearh

Improving Government Interoperability -11-



Table 5a. Capability Dimensions for Developing and M anaging Government I nter oper ability

Capability Description
Dimension

The existence of appropriate decision making raed procedures to direct and
oversee government interoperability initiativestthige planned or underway. Also, [to
ensure that government interoperability investméint$T and other resources) align

Governance with priorities and goals defined in strategic @amr by legislative and executiye
leadership. Governance structures should suppait vaork closely with lega
frameworks to enable new ways of sharing resourmsding money and data.

. The quality and comprehensiveness of strategic spland strategic planning

Strategic includi di ionlaining with other el f

Planning processes, including resources and integrationlaringng with other elements 0

governance and management.

The existence of processes and tools to develogllae@asoned argument designed to
Business Case | convince key stakeholders of the benefits of ai@dér investment. This includes|a
Development problem statement, mission or visions statemeratkesiolder analysis, expected
benefits and potential risks, cost estimates, andifg sources.

The availability and use of mechanisms for goal embstone setting, scheduling
Project development and production activities, analyzingsotgce needs, managing
M anagement interdependencies among activities and goals, awdigions to anticipate and
respond to contingencies.

The extent of effective and sustainable use ofnfir@, human, and technical
resources through budgeting, strategic plans, @iaananalyses, and accepted
financial management procedures and practices.

Resource
M anagement

The extent of awareness of and interaction withprsons or groups with an interest
Stakeholder in the information sharing initiative and capadityinfluence it. This dimension is
Identification | based on stakeholder analyses, staff experienc&raowledge, records or reports (of
& Engagement | participants in making policy and decisions, andmmership of advisory or
constituent groups.

The involvement of leaders and champions. Leadeysvate, build commitment,
guide activities, encourage creativity and innawatiand mobilize resources; they see

I{:ﬁi?ne;)?cis the goal' clea_lrl'y and cra.ft.pla.ns to ac'hieve it. @p'm)ns communicate a qlear and
persuasive vision for an initiative, provide thehauity and legitimacy for action, and
build support in the environment.

BUS eSS & The' degree to Which_governmer'lt'has deyeloped t;nsimmd technology

Technology architectures that describe the existing servicd aperational components pf

organizations and networks of organizations and oy are connected to each

Architectures other through business processes and technologies.

The presence of the skills, resources, and auyhnetessary to observe, document,
and measure: 1) how well investments are develgmedimplemented, 2) whether
goals are achieved, and 3) how the performandeeafdvernment is improved.

Performance
Evaluation

employees who are responsible for large ICT impleaténs and other large and complex projectseqgaired to
undergo project management training. For examplileéw York State, the Project Management Mentoring
Program (information found aww.cio.state.ny.us/Services/Training/SrvTRPMMP htmas designed in response
to the state’s increasingly complex and expensiegepts necessary to support the government’s bssinThere
also are a number of internationally recognizedggmananagement focused professional organizatiatoffer
training in this area. For example, visit the Pcojdanagement Institute’s Web site at
http://www.pmi.org/Pages/default.aspx
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Information sharing capability

Whereas the capabilities described in the prevemeion focus on a government’s ability to
make the case for, select, and then manage in@divahd multiple government interoperability
initiatives, this section focuses on the capabiiitmensions needed by the network members to
successfully share information. As mentioned earntieghis paper, information sharing across a
network form of organization is at the core of mfmerability and the ability of a network to
deliver coordinated programs and services. TablprBbents eight capability dimensions based
on CTG’s extensive research and practice in theldpment and use of capability assessment
models in support of cross boundary information dmbwledge sharing initiatives in
government (see Pardo et al 2005 and Creswell2&04).

Table 5b. Information Sharing Capability Dimensions

Capability Description
Dimension

Collaboration | The degree to which relationships among informatimers and other resourdes
Readiness support collaboration. Examples include staff, ltdgraining, and technology that
support collaboration as well as prior successéailores in collaborative activities

Organiz_at_i(_)naj The degree to which the work styles and interpexisoglationships, participation in
Compatibility | decision-making, levels of competition and collatimn, and styles of confligt
resolution support information sharing. Compatipilof cultures may be gauged by
the degree of centralization, degree of conformiference to authority, adhererice
to rules, and symbols of status and power

Information The level of development of policies that deal vitie collection, use, disseminatign,

Policies and storage of information as well as with privazgnfidentiality, and security.

Change The extent of talk and actions expressing positivenegative attitudes toward

Acceptance workplace changes, trust of new tools and techisigseccess or failure stories that
are widely shared and believed, and enthusiasmnhovations.

Technology The levels of knowledge about current and emerdgeannology for informatior

Knowledge sharing, including technical qualifications and ewence of staff, training, records

and documentation of technology assets, and thenaadf staff in compiling, storing
and sharing such knowledge.

DataAssets& The extent of specification and identification ofrhal policies for data collection,
Requirements | yse, storage, and handling, as found in documentatf databases and recard
systems; and in data quality standards and didiiemdt may include procedures fpr
and results of data requirement analyses and dadelsmnand modeling techniques.

Secgre The degree to which appropriate security protofotsdata, applications, systenis,
Environment | and networks as well as policies, training, and age@ment practices are in place.

Technology The presence of agreed-upon standards for hardardesoftware, the extent of
Compatibility | connectivity among the persons and organizatioekirsg to share information, and
the experiences of staff with information sharicgj\dties.
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Using the Government Interoperability Improvement
Framework

For any country or government, improving governniatgroperability can be a complex, risky,
and expensive endeavor. Thgovernment Interoperability Improvement Framewddee
Appendix) was developed to help government managdses the first step in understanding the
multi-dimensional and complementary nature of cdpgatn a network of organizations and to
begin to think in a new way about the need to eranuapability in the context of a specific
setting and on an ongoing basis. Determining thauntg level of individual organizations to
engage in effective interoperability initiativesuseful, but it is the capability of the network to
create interoperability that is of interest here.

The Government Interoperability Improvement Framewask comprised of the capability
dimensions from Tables 5a and 5b (pages 12 andal@)g with the three government
interoperability maturity levels described in Table As a starting point, we suggest two
approaches for applying teramework 1) focus on a specific policy domain or a levél o
government, and 2) focus on a specific initiative.

Applying the Framework in a specific policy domain of level of government. In the
first approach, a government executive can usefrfmework to assess the overall
capability of that policy domain or level of goverant to improve interoperability. This
application of the framework might reveal a gapthe capability of an overall policy
domain to collectively make decisions through atja@governance structure such as a
governmentwide governance body, yet, identify davere in capability to measure the
performance of their efforts. A review of the cajigbdimensions and maturity levels in
the context of a local, state, regional, or natidenxeel or by focusing on a specific policy
or program area such as criminal justice or pub&ealth can provide a snapshot of a
government’s current capability to improve intenagielity.

Applying the Framework in a specific initiative. A second approach for using the
framework focuses specifically on a single initratiand is applied by a project manager
or executive sponsor to a planned or in-developngmiernment interoperability
initiative. This use of thé&rameworkcould help determine if government resources are
being used efficiently in developing capabilitiekatt are most relevant to the
interoperability initiative. An assessment at thesel, for example, might reveal an
overall high capability in terms of organizatior@mpatibility, yet, identify that the
individual agencies have varying levels of capéapiin terms of creating a secure
environment for information sharing.

Both approaches to using tlk@amework provide new information about the capability of a
network of organizations to create interoperableegoment. This new information can be used
to make judgments about the level of maturity hbld a network of organizations, and

subsequently be used to guide investment decisiaking about creating new government
interoperability capability in that network. Usirlge Frameworkprovides new insight about

capability in the specific context of a network aguides decision makers to more effectively
make decisions about where to focus and sometimedecus, government attention and
resources to fully support the vision of better ggovnent services and programs delivered
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through more efficient and effective partnershipsong government, civil society, and the
private sector.

Acknowledgements

The authors would like to acknowledge the suppbNliorosoft Corporation in the development of
this white paper. In particular, we would like ttabk Martha Nalebuff and Lorenzo Madrid fpr
sharing their thoughts and expertise and reviewantjer drafts of this document.

References®

Athena Consortium (Athena). 20@nterprise interoperability maturity model (EIMM)he
European Commission, ATHENA IP (Advanced Technadedor interoperability of
Heterogeneous Enterprise Networks and their Apfidina Integrated Project) (IST-507849).
modelbased.net/aif/methodology/eimm.html

Carnegie Mellon, Software Engineering Institutel.a.Capability Maturity Model® (CMM)
www.sei.cmu.edu/cmm/

Carnegie Mellon, Software Engineering Institutel.ln.Capability Maturity Model® Integration
(CMMI). www.sei.cmu.edu/cmmi/general/index.html

Clark, T. and R. Jones. 1999. Organisational Imterability Maturity Model for C2.
Proceedings of the 1999 Command and Control RekeBechnology Symposium
United States Naval War College, Newport, RI, J2@eluly 1.
www.dodccrp.org/events/1999 CCRTS/pdf _files/tra¢R49clark.pdf

C4ISR Interoperability Working Group, DepartmeniDEfense. 1998.evels of Information
Systems Interoperability (LISWVashington, D.C.: United States Department oeDsé.
www.sei.cmu.edu/isis/guide/introduction/lisi.htm

Cook, M.E., S.S. Dawes, D. Juraga, D.R. Werthmu@lek. Pagano, and B.F. Schwartz. 2004.
Bridging the Enterprise: Lessons from the New Y3iekte-Local Internet Gateway Prototype
Albany, NY: The Center for Technology in Governmehe Research Foundation of State
University of New Yorkwww.ctg.albany.edu/publications/reports/bridgingg_tanterprise

Cresswell, A.M., G.B. Burke, and T.A. Pardo. 2088vancing Return on Investment Analysis
for Government IT: A Public Value Framewo#August. Albany, NY: The Center for
Technology in Government, the Research Foundafi&tate University of New York.
www.ctg.albany.edu/publications/reports/advancing_r

® Links to publications provided when available.

Improving Government Interoperability -15-



Cresswell, A.M., T.A. Pardo, D.S. Canestraro, artl Bawes. 2003/Vhy Assess Information
Sharing CapabilityDecember. Albany, NY: The Center for Technologgiovernment, the
Research Foundation of State University of New York
www.ctg.albany.edu/publications/quides/why assess

Cresswell, A.M., T.A. Pardo, D.S. Canestraro, ®8wes, D. Juraga. 200Sharing Justice
Information: A Capability Assessment Toalklbvember. Albany, NY: The Center for
Technology in Government, the Research Foundafi&tate University of New York.
www.ctg.albany.edu/publications/quides/sharing igestinfo

Cresswell, A.M., T.A. Pardo, and S. Hassan. 20@&easing Capability for Justice Information
Sharing.The Proceedings of the 8th Annual InternationalidaigGovernment Research
Conferenceportal.acm.org/citation.cfm?id=1248460.1248479&cGIUIDE&I

Dawes, S.S., T.A. Pardo, A.M. Cresswelbrthcoming From 'Need to Know' to 'Need to Share':
Tangled Problems, Information Technology, and RuB&ctor Knowledge NetworkBublic
Administration Review.

Dawes, S.S. T.A. Pardo, S. Simon, A.M. CresswelF.NlaVigne, D.F. Andersen, and P.A.
Bloniarz. 2005Making Smart IT Choices: Understanding Value anskiR Government IT
Investmentd-ebruary. Albany, NY: The Center for Technology@avernment, the Research
Foundation of State University of New Yorkww.ctg.albany.edu/publications/guides/smartit2

Fewell, S. and T. Clark. 2003. Organisational loperability: Evaluation and Further
Development of the OIM ModePRroceedings of thes'BCCRTS National Defence
University, Washington DC, June 17-19.
stinet.dtic.mil/cgi-bin/GetTRDoc?AD=ADA466378&Lodah=U2&doc=GetTRDoc.pdf

Goldsmith, S. and W. Eggers. 20@bverning by Network: The New Shape of the Public
Sector Brookings Institute Press: Washington, DC.

Guijarro, L. 2007. Interoperability frameworks aewterprise architectures in e-government
initiatives in Europe and the United Staté®vernment Information Quartetliyolume 24,
Issue 1, January.

National E-Health Transition Authority (NEHTA). 200nteroperability Maturity Model,
Version 2.017 August. Sydney, Australia: National E-Healthigigion Authority Ltd.
www.nehta.gov.au

Pardo, T.A., A.M. Cresswell, S.S. Dawes, B. ButkeDadayan, S. Embar, and H. Kwon. 2005.
Building State Government Digital Preservation Parships: A Capability Assessment and
Planning Toolkit, Version 1.August. Albany, NY: The Center for TechnologyGovernment,
the Research Foundation of State University of Nerk.
www.ctg.albany.edu/publications/quides/digital_@r@ation_partnerships

Center for Technology in Government -16 -



Sarantis, D., Y. Charalabidis, and J. Psarras. .ZD0&ards Standardising Interoperability
Levels for Information Systems of Public Adminisioas. The Electronic Journal for e-
Commerce Tools & Applications (eJET®pecial Issue on “Interoperability for Enterprises
Administrations Worldwide.” Yannis Charalabidis, idé Panetto, Euripidis Loukis, Kai Mertins
(eds).minbar.cs.dartmouth.edu/greecom/ejeta/specialMasfiB/ejeta-special-08may-1.pdf

U.N. Development Programme (UNDP) Overview. 2G8%Government Interoperability:
Overview Bangkok, Thailand: United Nations Developmentgeammme Regional Centre in
Bangkok.www.apdip.net/projects/qgif/GIF-Overview.pdf

U.S. Government Accountability Office (GAO). 200dformation Technology Investment
Management FrameworkVashington, DC: The United States Government Antability
Office. www.gao.gov/new.items/d04394q.pdf

Weber, E.P. and A.M. Khademian. 2008. Wicked Ryais, Knowledge Challenges, and
Collaborative Capacity Builders in Network SettinBsblic Administration Review/olume 68
Issue 2, Februarypp. 334-339.

Improving Government Interoperability -17 -



Appendix. Government Interoperability Improvement Framework

. . - Level | Level | Level
Dimension Description
1 2 3
Capability Dimensionsfor Developing and M anaging Gover nment | nter oper ability I nitiatives
The existence of appropriate decision making raed procedures to direct and oversee government
interoperability initiatives that are planned ordenway. Also, to ensure that government interopkinal
Governance investments (in IT and other resources) align wattorities and goals defined in strategic plansbgr,
legislative and executive leadership. Governanogciires should support and work closely with legal
frameworks to enable new ways of sharing resounbsding money and data.
Strategic The quality and comprehensiveness of strategicspdaunal strategic planning processes, including ressu
Planning and integration of planning with other elementg@¥ernance and management.
, The existence of processes and tools to developelareasoned argument designed to convince key
[B)user|1ess Ca?e stakeholders of the benefits of a particular investt. This includes a problem statement, missiorisions
evelopmen statement, stakeholder analysis, expected beaefitpotential risks, cost estimates, and fundingces.
_ The availability and use of mechanisms for goal amtestone setting, scheduling development and
:\DArOJ ect ¢ production activities, analyzing resource needs)agmg interdependencies among activities and gaat$
anagemen provisions to anticipate and respond to contingenci
Resour ce The extent of effective and sustainable use oinfired, human, and technical resources through Hirdge
M anagement strategic plans, financial analyses, and accemeaddial management procedures and practices.
The extent of awareness of and interaction withphesons or groups with an interest in the inforomat
S(;ake?pldgr sharing initiative and capacity to influence it.i§hdimension is based on stakeholder analysed, |staf
:&e;rg' gcafer;c]’gnt experience and knowledge, records or reports oficgants in making policy and decisions, and
gag membership of advisory or constituent groups.
The involvement of leaders and champions. Leadeaosivate, build commitment, guide activities,
Leaders& encourage creativity and innovation, and mobiligsources; they see the goal clearly and craft pglans
Champions achieve it. Champions communicate a clear and gsigivision for an initiative, provide the autltp@nd
legitimacy for action, and build support in the eaament.
Business & The degree to which government has developed ksssiaed technology architectures that describg the
Technology existing service and operational components of roegéions and networks of organizations and how the
Architectures | are connected to each other through business pexanad technologies.
Perf The presence of the skills, resources, and auyhoeitessary to observe, document, and measurbaoyl
Esralaggizce well investments are developed and implemented, Wgther goals are achieved, and (3) how |the
performance of the government is improved.
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. . - Level | Level | Level
Dimension Description
1 2 3
Information Sharing Capabilities
Collaborati The degree to which relationships among informatisers and other resources support collaboration.
Rga;nlsa on Examples include staff, budget, training, and tedbgy that support collaboration as well as prisccesses
or failures in collaborative activities.
The degree to which the work styles and interpeaisiiationships, participation in decision-makifeyels
Organizational | of competition and collaboration, and styles of fton resolution support information sharing.
Compatibility | Compatibility of cultures may be gauged by the degsf centralization, degree of conformity, defeesto
authority, adherence to rules, and symbols of stana power.
Information The level of development of policies that deal witle collection, use, dissemination, and storage of
Policies information as well as with privacy, confidentigl]ibnd security.
ch The extent of talk and actions expressing positivaeegative attitudes toward workplace changest ot
A ange new tools and techniques, success or failure stdhigt are widely shared and believed, and enthusiar
cceptance . -
innovations.
The levels of knowledge about current and emertgognology for information sharing, including teatai
Technology lificati d i f staff, trainingcords and d ion of technol e
K nowledge qualifications and experience of staff, trainingcards and documentation of technology assets;t
actions of staff in compiling, storing, and sharsugh knowledge.
The extent of specification and identification afrrhal policies for data collection, use, storaged a
Data Assets& | handling, as found in documentation of databasesracord systems; and in data quality standards| and
Requirements | dictionaries. It may include procedures for andiltssof data requirement analyses and data moadels a
modeling techniques.
Information The degree to which appropriate security prototmisiata, applications, systems, and networks dsase
Systems & policies, training, and management practices apdaice.
Requirements
The presence of agreed-upon standards for hardavatesoftware, the extent of connectivity among |the
Secure e . oL . L7
Environment persons ar_1d_ _organlzatlons seeking to share infavmaénd the experiences of staff with information
sharing activities.
Technology The degree to which relationships among informatisers and other resources support collaboratieset
Compatibility include staff, budget, training, and technologyd anor successes or failures in collaborativevacs.
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